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Example: /1 Short Equivalence Proof
img(PRG)

If PRG(inp) = R then H-PRG(inp)=R-then

Else Else



Example: 3 Short Equivalence Proof

C. encryption of 1

If Enc(o, r) = C then H-Enet{ ;= -then

Else Else

Q{‘ PKE w/ short proof of correct decryption
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QuasilineariO for TM

Use RAM obfuscator to obfuscate

UObfM(L)

On inp length L, output IO (OTM(M))

5)\(1) size and obf time 6)\(T+Nproof) eval time

Assume: | M| < (5/\<1)



Also Iin our paper eprint/2025/307

O Detailed construction and proofs
O Applications to MIFE

O Applications to iO for TM



Open gquestions

O Prove/disprove the input-len barrier

O Concretely efficient iO?
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